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Install and set up Microsoft Authenticator 

1. Find and download the "Microsoft Authenticator" app in Appstore (iPhone) or Google Play (Android).  

Apple iOS: Microsoft Authenticator on the App Store (apple.com) 
Android: Microsoft Authenticator - Apps on Google Play 

2. Log in to the webpage https://aka.ms/mfasetup from your desktop computer or laptop and log into your school 
account. 

3. Select the checkbox next to ‘Receive notifications for verification’. Click the blue button ‘Set up’. 

4. You will now see a QR-code. You will need to scan the code in the Microsoft Authenticator App.  

https://apps.apple.com/us/app/microsoft-authenticator/id983156458
https://play.google.com/store/apps/details?id=com.azure.authenticator&hl=en_US&gl=US
https://aka.ms/mfasetup


5. Open Microsoft Authenticator on your smart phone and choose Add an account. Choose Work or school account 
and then Scan a QR Code. The camera on your phone will now activate scan the QR-code on the webpage with 
your smartphone. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

6. When you have scanned the code, press Next on your computer.  
7. On your computer, you will see that the webpage is checking your activation status. When it is done, you will get 

the following message: "Mobile app has been configured for notifications and verification codes". 
8. Click Save and you are done. You can now close the webpage. 

From now on, when you log in to any Office 365 service like Teams you will need to approve the sing-in that shows up in 

the Microsoft Authenticator app on your phone.   

 

 


